How to build consumer trust towards e-satisfaction in e-commerce sites in the covid-19 pandemic time?
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ABSTRACT

The Covid-19 pandemic has limited freedom of movement. E-commerce sites are growing rapidly and are becoming the main choice today when the virus becomes more prevalent. Trust is the key in creating online shopping satisfaction on e-commerce sites. This research was conducted to determine the effect of E-Service Quality and E-Security on Trust towards E-Satisfaction in the largest e-commerce site in Indonesia called Tokopedia. The research method used is quantitative. The population in this research is Tokopedia customers who are members of the Facebook group with a sample size of 400 people. The results of the study show that there was a relationship between the E-Service Quality and Trust, there was no relationship between the E-Service Quality and E-Satisfaction, there was a relationship between the E-Security variable and Trust, there was a relationship between the E-Security variable and E-Satisfaction. There was also a joint influence of E-Service Quality and E-Security variables on Trust, there was a relationship between the Trust variable and E-Satisfaction. This research is a development from the previous research where there was an effect of E-Service Quality and E-Security on E-Satisfaction. By adding the Trust variable as a moderate variable and E-Satisfaction as the dependent variable, the researchers found that the impact of Trust on E-Satisfaction was greater than the direct effect between E-Service Quality and E-Security on E-Satisfaction. Based on these results, it can be seen that the level of trust can increase E-Satisfaction.
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1. Introduction

Currently, the spread of covid-19 virus in Indonesia is increasingly widespread. The increasing outbreak of this virus has had a very significant impact on consumer behavior in carrying out activities such as shopping. Tran (2020) suggests that people's fears during the covid-19 pandemic have increased people's interest in shopping online. The products and services offered by e-commerce have provided economic benefits and had a positive influence on the sustainability of consumption in the era of the covid-19 pandemic. Devita (2020) summarizes the online shopping habits of Indonesians utilizing impression data from Google Analytics during the period March 2020 and February 2020. Here are some interesting highlights around the increased interest in Indonesian products during the COVID-19 pandemic. The research was conducted by tracking the interest of online shopping of Indonesians towards a number of products during the Covid-19 period. The instrument used to know consumer interest is impression data in Google Analytic, and the data is taken by comparing the period 1-29 February and 1-29 March 2020. The Research finds that the interest in shopping for hand sanitizer products increased significantly by 5.585% compared to before the Covid-19 pandemic, followed by interest in buying vitamin C increased by 1.986%, hygiene soap products such as Dettol increased by 1.395%, Thermometer buying interest increased by 1.007%, and lastly interest in buying mouth mask
products increased by 1.67%. This indicates that online shopping sites are currently popular and are the top choice for shopping. In addition to health products, it turns out that interest in buying non-health products is also increasing. The research finds buying interest in non-health products during the Covid-19 season on online shopping sites has also increased significantly. This is indicated by the increase in buying interest in webcam products by 1.572%, interest in buying bicycle products by 1,036%, interest in buying Aloe vera by 414% and paper by 377%

Indonesia is among the countries that ranked first in the ranks of those countries with 78% growth in 2018. More than 100 million internet users in Indonesia make Indonesia one of the countries that have the power to drive the growth of e-commerce. UK-based research institute, Merchant Machine says that the average money spent by Indonesians on online shopping sites reaches US$ 228 per person or about IDR 3.19 million per person. And 17.7% of respondents spent their money on buying plane tickets and booking hotels online. A total of 11.9% of respondents spent their money on clothing and footwear or shoes. The third most popular category was health and beauty products selected by 10% of respondents. Indonesia is a country that can accept change quickly. This causes e-commerce in Indonesia to grow over the years and more and more businesses, both large-scale and retail companies, are moving towards digital. Indonesia has a population of 250 million, making the potential for the development of Indonesia's e-commerce very large. It is also supported by the continued growth of internet user penetration, the increasing affordability of internet connection prices, as well as the considerable enthusiasm of the public in using the internet to support daily life. According to a report from McKinsey, in Indonesia the e-commerce sector itself has generated more than 5 billion dollars from the formal business of E-tailing and also more than 3 billion dollars from informal trading.

One of the largest e-commerce in Indonesia was Tokopedia. It was able to compete and become second as an E-Commerce site that many people visited and has become one of the most popular sites in Indonesia. Currently, Tokopedia, was transformed into a unicorn, which has an influence not only in Indonesia but also in Southeast Asia. As covid-19 pandemic gives huge impact for business, this research was conducted to determine the effect of E-service quality and e-security on trust towards E-Satisfaction in the largest e-commerce site in Indonesia by conducting the research objective of Tokopedia customers.

2. Literature Review and Hypotheses

The biggest challenge for online shopping is to provide and maintain customer satisfaction. The quality of service in an online or electronic environment is one of the most important things in determining the success even of failures in the e-commerce business. E-satisfaction describes how the quality of the e-service quality is acceptable and benefits users of the company's website online. According to Srinivasan et al. (2002), Liu (2012), e-satisfaction is a form of customer satisfaction resulting from its shopping activities. A key success factor to survive in a fierce competitive e-environment is a strategy that focuses on services. A company must deliver superior service experiences to its customers, so that they will repurchase and be loyal to the firm (Gounaris et al., 2010). In order to obtain high levels of customer satisfaction, high service quality is needed, which often leads to favorable behavioral intentions (Brady and Robertson, 2001). A website with good system quality, information quality, and electronic service quality is a key to success in e-commerce (Sharma & Lijuan, 2015). Rita et al. (2019) found that e-service quality has a significant effect on customer trust and customer satisfaction of online shopping sites in Indonesia. Flavian et al. (2006), Bulut (2015) define e-satisfaction as a consumer's feeling about the website resulting from the aspects that make up the consumer relationship with the company (Chauke, & Dhurup, 2017; Bi & Kim, 2020).

H1: E-service quality has a positive effect on e-satisfaction.
H2: E- service quality has a positive effect on trust.

Another factor that also affects consumer satisfaction online is the safety factor. The level of cybercrime in Indonesia is very worrying, Indonesia being the first country to get the most attacks in cyberspace. The Internet makes crimes that were originally conventional evolve into modern crimes with greater levels of loss and far-larger impacts. For example, e-commerce crimes experienced by Tokopedia lately where there is data theft by an unauthorized third party related to the company user information. Cited from cnbcindonesia.com (2020), cases of leakage of 91 million user data include control of the personal data of the company account owner without the account owner's consent. Personal data in the form of user email id, date of birth, gender and telephone number. The issue of data theft experienced by the company can illustrate how bad the security system is owned by the company, this of course greatly affects consumer perceptions about e-commerce so that it has an impact on customer satisfaction level. In mobile commerce, consumers are facing higher security and privacy risks because of the data transaction in a wireless environment (Wei et al., 2009; Chong et al., 2010). Leakage of personal data can be used by parties who are not responsible for various criminal acts. the risk of leakage of personal data can also be used to commit fraud to apply for an online loan using your personal identity. According to Nuseir et al. (2010), security can have a different meaning for everyone and in different contexts when shopping online. As a new marketing channel, E-commerce contains more uncertainty and risk than conventional purchases. This is because the seller and the buyer do not see each other at the time of the transaction. Online crime is inevitable. With the security guarantee provided, it is expected that consumer users can make transactions more securely and not be alarmed by fraud at the time of the transaction. So the security guarantee offered is suspected to have a positive influence on consumer satisfaction (e-satisfaction). Furthermore, customer satisfaction, security is also the most important factor in building trust.
H3: E-Security has a positive effect on e-satisfaction. 
H4: E-Security has a positive effect on trust.

Today's consumers are very critical in determining the product they will buy. According to Engel et al. (1968), Sumarwan (2011: 387), customer satisfaction is an after-purchase evaluation where the chosen alternative at least gives results (outcome) equal to or exceeds customer expectations. These expectations result from the quality of service and customer experience in shopping activities. Customer satisfaction can be affected by the e-service quality and e-security provided by the company in the product purchasing process. Abid and Purbawati (2020) showed that e-security and e-service quality has a simultaneous effect on e-satisfaction. Chang et al. (2013) stated that trust is the most important factor to attract e-commerce buyers. Oliveira (2017) found that e-commerce and trust fields are both very rich in terms of literature, which is increasing by the day, mainly at an independent level, and in very specific factor analyses. However, studying these two fields together whilst considering all the dimensions and sources of consumer trust, has received limited interest, which represents an opportunity for improvement. This study formulates and empirically tests a path model to explain how consumers’ overall trust influences their online purchase intention. According to Chang et al. (2013), lack of trust is a major barrier in the adoption of e-commerce. Oliveira et al. (2017) measured three dimensions of customer trust (competence, integrity, and benevolence) and found that customers with high overall trust demonstrated a higher intention to e-commerce. This research will try to analyze the influence of e-service quality and e-security on e-satisfaction with variable moderating customer trust. Thus trust can increase customer satisfaction shopping online. Laely (2016) found that trusts have an effect on customer satisfaction. The higher the trust, the higher the customer satisfaction to the company.

H5: E-service quality and e-Security have simultaneous effects on e-satisfaction. 
H6: Trust has an effect on e-satisfaction.

Fig. 1. Conceptual Model

3. Research Method

This study used a quantitative research approach, because the data sought, collected and processed in the form of numbers or statistics. Sugiyono (2017), quantitative approach is an attempt to measure the variables in the study to then look for a relationship between those variables. In using quantitative approach testing validity and reliability is an absolute condition that must be met, if not fulfilled it will affect the quality of research that is being done. The operationalization of e-satisfaction variables refers to Ranjbarian et al. (2012) namely, convenience, merchandising, site design, security, serviceability. The operationalization of trust variables refers to Oliveira et al. (2017) measured three dimensions of customer trust are competence, integrity, and benevolence. The operationalization of e-service quality variables refers to Parasuraman et al. (1985), Tjiptono and Chandra (2019) namely efficiency, reliability, fulfilment, privacy, responsiveness, compensation, contact. While the operationalization of variables of e-security refers to Raman and Annamalai (2011) namely security guarantees and data confidentiality. A full list of instruments used in this study can be found in Table 1.
The population in this study was a user of the Tokopedia app in the Tokopedia Group on Facebook, with a population of 5,558 members. The calculation of the number of samples using the Slovin formula is obtained as many as 400 samples using a 5% error rate. Data validity testing can be done in various ways, one of which is by using PLS-SEM (Partial Least Square) technique. PLS (Partial Least Square) is a variant-based structural equation analysis (SEM) that can simultaneously test measurement models as well as structural model testing. Measurement models are used for validity and reliability tests, while structural models are used for causality tests (hypothesis testing with prediction models) Sarjito (2013). Data validity tests on PLS-SEM techniques are conducted at the validity and reliability test stages or commonly referred to as outer models with the help of smartpls 3.0 Software. Outer model testing is carried out to assess the validity and reliability of the model conducted by algorithm analysis.

4. Result and Discussion

The measurement model testing consists of testing convergent validity (Outer Loading dan AVE), discriminant validity (Cross Loading), and composite reliability (Cronbach’s Alpha dan Composite Reliability). The outer loading test is based on the criteria stated by (Ghozali, 2014) i.e., the outer loading value is > 0.7. Table 2 shows the results of outer loading.

### Table 2
Outer loading test results

<table>
<thead>
<tr>
<th>Indicator</th>
<th>(X1) E-Service Quality</th>
<th>Indicator</th>
<th>(X2) E-Security</th>
<th>Indicator</th>
<th>(Y) Trust</th>
<th>Indicator</th>
<th>(Z) E-Satisfaction</th>
</tr>
</thead>
<tbody>
<tr>
<td>X11</td>
<td>0.718</td>
<td>X21</td>
<td>0.711</td>
<td>Y1</td>
<td>0.772</td>
<td>Z1</td>
<td>0.768</td>
</tr>
<tr>
<td>X10</td>
<td>0.613</td>
<td>X210</td>
<td>0.816</td>
<td>Y10</td>
<td>0.785</td>
<td>Z2</td>
<td>0.860</td>
</tr>
<tr>
<td>X12</td>
<td>0.809</td>
<td>X22</td>
<td>0.727</td>
<td>Y2</td>
<td>0.768</td>
<td>Z3</td>
<td>0.790</td>
</tr>
<tr>
<td>X13</td>
<td>0.661</td>
<td>X23</td>
<td>0.778</td>
<td>Y3</td>
<td>0.796</td>
<td>Z4</td>
<td>0.797</td>
</tr>
<tr>
<td>X14</td>
<td>0.738</td>
<td>X24</td>
<td>0.714</td>
<td>Y4</td>
<td>0.842</td>
<td>Z5</td>
<td>0.689</td>
</tr>
<tr>
<td>X15</td>
<td>0.695</td>
<td>X25</td>
<td>0.892</td>
<td>Y5</td>
<td>0.775</td>
<td>Z6</td>
<td>0.803</td>
</tr>
<tr>
<td>X16</td>
<td>0.646</td>
<td>X26</td>
<td>0.692</td>
<td>Y6</td>
<td>0.814</td>
<td>Z7</td>
<td>0.777</td>
</tr>
<tr>
<td>X17</td>
<td>0.734</td>
<td>X27</td>
<td>0.824</td>
<td>Y7</td>
<td>0.792</td>
<td>Z8</td>
<td>0.777</td>
</tr>
<tr>
<td>X18</td>
<td>0.714</td>
<td>X28</td>
<td>0.854</td>
<td>Y8</td>
<td>0.742</td>
<td>Z9</td>
<td>0.706</td>
</tr>
<tr>
<td>X19</td>
<td>0.605</td>
<td>X29</td>
<td>0.792</td>
<td>Y9</td>
<td>0.782</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Based on these results, it can be seen that several indicators are at a value of <0.7 so that they can be dropped from the research one by one starting from the indicator with the smallest outer loading result. So, based on this, indicators that are declared invalid can be removed from the research model, resulting in a new research model and then re-testing for validity with the following results:
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**Table 3**

<table>
<thead>
<tr>
<th>Indicator</th>
<th>(X1) E-Service Quality</th>
<th>(X2) E-Security</th>
<th>(Y) Trust</th>
<th>(Z) E-Satisfaction</th>
</tr>
</thead>
<tbody>
<tr>
<td>X11</td>
<td>0.787</td>
<td>X21</td>
<td>0.714</td>
<td>Y1</td>
</tr>
<tr>
<td>X12</td>
<td>0.819</td>
<td>X210</td>
<td>0.807</td>
<td>Y10</td>
</tr>
<tr>
<td>X13</td>
<td>0.737</td>
<td>X22</td>
<td>0.740</td>
<td>Y2</td>
</tr>
<tr>
<td>X14</td>
<td>0.745</td>
<td>X23</td>
<td>0.792</td>
<td>Y3</td>
</tr>
<tr>
<td>X15</td>
<td>0.712</td>
<td>X24</td>
<td>0.701</td>
<td>Y4</td>
</tr>
<tr>
<td>X17</td>
<td>0.761</td>
<td>X25</td>
<td>0.899</td>
<td>Y5</td>
</tr>
<tr>
<td>X27</td>
<td>0.839</td>
<td>Y6</td>
<td>0.814</td>
<td>Z7</td>
</tr>
<tr>
<td>X28</td>
<td>0.847</td>
<td>Y7</td>
<td>0.794</td>
<td>Z8</td>
</tr>
<tr>
<td>X29</td>
<td>0.803</td>
<td>Y8</td>
<td>0.740</td>
<td>Z9</td>
</tr>
</tbody>
</table>

Based on the results of the outer loading test in the second model, all indicators are declared valid because they are > 0.7. After all statements are declared valid, then the PLS Algorithm - AVE (Average Variance Extracted) AVE test is carried out with the average variance extracted criteria being $\geq 0.5$ (Sarwono, 2014), shown in Table 4. It also shows the Cross-loading testing conducted by comparing loading on the intended indicator that should be greater than the loading value against other indicators or Loading > Cross Loadings.

Table 4 shows that the entire statement has a loading value > cross loading meaning that the entire statement can be said to be valid because it meets the specified criteria.

Furthermore, after testing the validity and all data are said to be valid, a reliability test is carried out with the conditions that must be met, namely Composite Reliability $\geq 0.600$ and Cronbach’s Alpha $\geq 0.600$. Table 5 showed the results of the PLS Algorithm - reliability test using the Smart-PLS software.
Thus, H5 is accepted. Furthermore, the original sample value was 0.723 which showed an effect of a positive direction. Thus, H4 is accepted.

H4: E-Security affects E-Satisfaction

In testing hypothesis 4 about the effect of e-security on e-satisfaction, the results showed p-value of 0.006 < 0.05, which means that there is an effect between e-security and e-satisfaction. Similarly, the t-statistic value of 2.777 > t-table of 1.96 means that the effect of the e-security on e-satisfaction is significant. Furthermore, the original sample value is 0.198 which shows an effect of positive direction. Thus, H3 is accepted.

Moreover, in examining the simultaneous effect of e-service quality and e-security on trust, the results showed p-value of 0.000 < 0.05 which has the meaning there are simultaneous effects between e-service and e-security on trust. This is enforced by the result of T-statistical value of 16.665 > t-table of 1.96 means that the effects between E-Service variables and E-Security simultaneous effects on trust is significant. Furthermore, the original sample value was 0.723 which showed an effect of a positive direction. Thus, H5 is accepted.

Lastly, the results about the effect of trust on e-satisfaction revealed the p-value of 0.000 < 0.05. This, H6 is accepted. It empirically proved a positive effect of trust on e-satisfaction. The value of T-statistic 15.062 > t-table of 1.96 means that the
effect between the trust variable on e-satisfaction is significant. Furthermore, the original sample value is 0.745 which shows an effect of positive direction.

4. Discussion

The statistical output showed that there is a significant effect between e-service quality on trust with a value of 0.499. This is in line with research conducted by Rita et al. (2019) that there is a significant effect between e-service quality on trust. These results indicate that e-commerce application users in the Facebook feel that services for online shopping both through the Tokopedia application and the website that are provided can increase consumer trust, one of which is that the e-commerce provides easy access, provides clear information on the products offered, provides various kinds of offers (Gaffar et al., 2020). Regarding the results that there is no effect between e-service quality on e-satisfaction, this result was in contrast to the results of research conducted by Rita et al. (2019). In the virtual market, a good e-service quality is the main thing that every online shop must have, where if e-service quality is good it means that it can function properly without any errors. It can have a big effect on the level of customer satisfaction or e-satisfaction. The results showed that users of e-commerce apps in Facebook felt that the service to online shopping either through apps or the website provided was unsatisfactory because the site was not functioning properly, accuracy of poor service promise, slow response to complaints (Lwoga & Lwoga, 2017).

The results showed that there is a significant effect between e-security on trust with a value of 0.448. It shows that the e-commerce provides security guarantees and data confidentiality. Nilashi et al. (2015) stated that building customer trust is a complex process that involves business and technology practices. Gaining customer trust in mobile commerce is a particular daunting task and plays a major influence on a customer's decision-making behavior. A trusted website can provide mobile commerce with powerful competitive advantages. Security is one of the factors toward consumer trust (Marriott & Williams, 2018). Regarding a significant effect between e-security on e-satisfaction with a value of 0.198, it provides the importance of e-security as a critical thing that needs to be considered by online shops. The e-security provided by the online shop is good and will affect the level of customer satisfaction or e-satisfaction. The output also showed that service quality and e-security have simultaneous affects on trust with a value of 0.723. This is in line with the research conducted by Abid & Purbawati (2020) that e-security and e-service quality together have a positive and significant influence on e-satisfaction. Finally, regarding significant effect trust on e-satisfaction with a value of 0.745, this is in line with research conducted by Laely (2016). This means that the existence of good e-service quality and e-security will have a significant effect on e-satisfaction. Security on the site is one of the important things that online website companies must think about, the presence of e-commerce with all its advantages, such as making transactions easier, also creates various problems such as fraud. This is very influential on customer satisfaction. Low customer satisfaction can be minimized by continuously improving e-service quality and security systems (e-security) on the site so that consumers get high satisfaction.

5. Conclusion

The research results have revealed that there is a significant effect between e-service quality on trust, while e-service quality has no significant effect on e-satisfaction. Meanwhile, e-security has a significant effect on trust and e-satisfaction. There is a simultaneous effect of e-service quality and e-security on e-satisfaction, but the value is lower than the effect of trust on e-satisfaction. In this study, service quality does not affect online customer satisfaction, therefore it is necessary to make a new study to develop a variable quality of online shopping services considering the many channels used for shopping. maybe need to be more specific considering the characters in each country are very different. Further research also needed to determine the factors that can affect trust because in e-commerce where the buyer and seller do not meet directly, the trust between the two is a determining factor for post-purchase.

References


© 2021 by the authors; licensee Growing Science, Canada. This is an open access article distributed under the terms and conditions of the Creative Commons Attribution (CC-BY) license (http://creativecommons.org/licenses/by/4.0/).